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CASS is a scheme for assessing the compliance of safety related systems with the requirements of IEC 61508 and associated
standards. It provides a systematic approach to be used by certification bodies and others when assessing compliance at all stages

WHAT IS FUNCTIONAL SAFETY?

In the process industries, safety can be defined as being protected from unacceptable risk of injury or —
damage to people, property or the environment. Functional Safety relates to the part of overall safety that
depends upon the correct operation of an electrical/electronic/programmable electronic safety instrumented

Technical Requirements

! from the specification of safety requirements through the design, development and manufacture of system components to integration,
commissioning, operation and maintenance.
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n : 90 z - IEC International Electrotechnical Commission Adu Failure rate of all dangerous undetected failures
www.61508.0rg m \ 1 = 10710< 10" IEV International Electrotechnical Vocabulary Asu Failure rate of all safe undetected failures
www.iec.ch/functionalsafety www.cass.uk.net ISA Instrumentation, Systems & Automation Society | Asd Failure rate of all safe detected failures
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